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Data Privacy Declaration 

PROTECTION OF THE PRIVACY OF PERSONAL DATA 

ANDRITZ recognizes the importance of protecting the privacy of personal data. This 

privacy declaration explains how we collect, use, share, and protect personal data of our 

customers, potential customers, employees, prospective employees/applicants, 

investors, suppliers/vendors/contractors, consortium partners, media representatives 

and visitors of ANDRITZ websites and ANDRITZ locations in accordance with the EU 

General Data Protection Regulation (GDPR) and other data protection laws.  

This privacy declaration describes the personal data that may be collected by ANDRITZ 

legal entities through their websites, their locations, or your communication with them 

(in electronic form, at fairs etc.). It also provides information on your rights and choices 

regarding ANDRITZ´s use of your personal data and how we protect them. The specific 

rights and obligations referenced in this document are directly applicable to EU citizens, 

EU residents, and individuals within the EU at the time the data is collected.   

For citizens from non-EU countries, non-EU residents, and individuals outside the EU, 

please find any deviating or supplementary legal regulations in specific local supplements, 

e.g. for Brazil, China or Quebec.  

CONTENTS OF THIS DOCUMENT 

• Scope and terms used 

• What personal data we collect and how we use them (typical use cases) 

• Data retention 

• Personalized information / personalization 

• Sharing of your personal data 

• How we protect your personal data 

• Legal basis for data processing 
• Your acceptance of the ANDRITZ data privacy declaration 

• Your rights as a data subject 

• Contact us 

• Complaints 

• Changes to this data privacy declaration 

SCOPE AND TERMS USED 

This data privacy declaration only applies to the andritz.com website operated by 

ANDRITZ AG. Unless otherwise indicated, all references to “ANDRITZ,” “we” or “our” in 

this data privacy declaration shall mean the ANDRITZ GROUP. 

Some of the sites may contain links to websites of other ANDRITZ legal entities or to 

websites of third parties. ANDRITZ is neither responsible nor liable for the privacy 

policies or practices published on these other websites. We recommend that you review 

the data privacy declaration of each website you visit. 
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As used in this data privacy declaration, “personal data” means data that may be used to 

identify a specific individual or that is about an identifiable individual, such as name, e-

mail address or phone number. 

WHAT PERSONAL DATA WE COLLECT AND HOW WE USE THEM 
(TYPICAL USE CASES) 

You can visit our websites and find out more about our products, services, companies, and 

worldwide activities without providing personal data. However, to send further requests, 

use some of our services or receive newsletters, you will need to provide certain personal 

data. ANDRITZ does not collect any personal data unless you provide it voluntarily. You 

may also choose to provide personal data to us when visiting ANDRITZ locations or 

corresponding with us by mail or e-mail. 

Below we describe different scenarios (use cases) for how you might get into contact with 

ANDRITZ. For each use case, we focus on the aspect of data privacy and explain which 

personal data we collect for what reasons and how we process them. 

➢ I am a potential customer contacting ANDRITZ sales 

➢ I am receiving ANDRITZ e-mailings (marketing, sales, and operational e-mails) 

➢ I am subscribing to ANDRITZ customer magazines, events, or other 

communications/services 

➢ I am using ANDRITZ (mobile) apps 

➢ I am taking part in ANDRITZ live/hybrid/online events 

➢ I am visiting an ANDRITZ location 

➢ I am visiting an ANDRITZ website 

➢ I am applying for a job at ANDRITZ 
➢ I am an ANDRITZ employee 

➢ I am an ANDRITZ shareholder/investor 

I am a potential customer contacting ANDRITZ sales  

If you are interested in doing business with ANDRITZ and would like us to contact you by 

phone, e-mail, or post, we will ask you to provide us with your contact details.  

We will store, process, and protect your contact data in accordance with national and 

international data protection laws. 

Purpose & legal basis  
The processing of personal data enables ANDRITZ to manage customer enquiries, provide 

information material and submit offers to interested parties. Legal reasons for data 

processing include (pre-)contractual necessity, legal obligations, and legitimate interests 

(to gain you as a new customer). 

We process the following personal data   
The main categories of personal data that are processed are contact information and 

employment information (i.e., company name and address, position), depending on the 

enquiry, also other relevant data may be processed (mainly business-related data). 

Sensitive information is not requested. 
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Data retention period  
Your personal data will be deleted after 6 months if there are no follow-up activities (like 

a newsletter subscription or event registration). In case of a contract, your personal data 

will be retained according to national laws, in most countries, i.e. for 30 years after 

completion of the project.  

We might share your data with the following recipients or categories of recipients 
Data usage may include sharing with other ANDRITZ Group companies, if required for 

fulfilling your enquiry. External disclosure may occur to business partners and service 

providers, ensuring appropriate data protection measures are in place. 

Your data subject rights   
As a customer, you of course have rights regarding your data, including access, correction, 

deletion, objection, data portability, and withdrawal of consent, which can be exercised 

via the data subject request form provided below (in chapter DATA SUBJECT RIGHTS) or 

by contacting ANDRITZ. 

In summary, ANDRITZ is committed to transparent and lawful processing of customer 

data, ensuring compliance with data protection regulations and respecting customer’s 

rights throughout the sales and contract execution process. 

I am receiving ANDRITZ e-mailings (marketing, sales, and operational 
e-mails) 

E-mail newsletters 
On the ANDRITZ website, you may subscribe to various ANDRITZ newsletters that contain 

information about ANDRITZ and its activities. Alternatively, you may provide us with your 

postal address to receive newsletters by post. 

Of course, we will process, store, and protect your personal data in accordance with 

national and international data protection laws.  

Subscription to services (marketing automation) 
On specific pages, you may provide us with your name, e-mail address and other business-

related data to obtain access to special services (e.g., whitepapers, webinars, consultation, 

proposals, or events) and subscribe to different ANDRITZ e-mailings containing 

information about ANDRITZ and its activities.  

Of course, we will process, store, and protect your personal data in accordance with 

national and international data protection laws.  

Opt-out/unsubscription  
If you want to unsubscribe an ANDRITZ e-mail newsletter, please use the unsubscribe 

button at the end of the newsletter. This will unsubscribe you from all ANDRITZ 

marketing communications. 

E-mail communication in the context of a project  
If you are engaged in a project with ANDRITZ, we will communicate with you via e-mail, 

MS Teams, and the probably other electronic media (for file and information sharing). 
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Consequently, we will store and process your contact data in accordance with national 

and international data protection laws. 

Sharing of your personal data 
ANDRITZ may share the personal data you submit with other members of its affiliated 

group of companies. However, ANDRITZ does not sell or rent your personal data to non-

affiliated third parties for those parties’ promotional purposes, with the exception that we 

may share your name, address, contact details and similar information with our suppliers 

as part of our customer care and marketing efforts. For further information on sharing of 

personal data, please see chapter “SHARING OF YOUR PERSONAL DATA”.  

For more details on the protection of the privacy of your personal data, please see the 

further chapters of this data privacy declaration below the use cases. 

I am subscribing to ANDRITZ customer magazines, events, or other 
communications/services  

Customer magazines, events, communications 
On subscription pages, you may provide us with your name, e-mail address, postal 

address, and other contact information (company, position in company, address, phone 

number) to subscribe to different ANDRITZ communications (e.g. magazines), which will 

inform you about the ANDRITZ GROUP and its activities.  

We will store, process, and protect your contact data in accordance with national and 

international data protection laws.  

Opt-out/unsubscription  
If you want to unsubscribe from an ANDRITZ communication you receive by post (e.g., a 

magazine), please return it to the sender's address with a respective note on it or send us 

an e-mail to contact@andritz.com.  

I am using ANDRITZ (mobile) apps  

If you want to use an ANDRITZ app like the ANDRITZ AR app (“Augmented reality” app) 

or the ANDRITZ Metris apps, you can download them for free on our website or directly 

from Google Play Store or Apple App Store. 

We will store, process, and protect your contact data in accordance with national and 

international data protection laws.  

Personalized Information 
In most of our (mobile) apps, we do not use user tracking. If we track your behavior to be 

able to provide you with personalized content, we ask for your consent.  

I am taking part in live/hybrid/online events  

Subscription to events/services (marketing automation) 
If you want to participate in an ANDRITZ event (live/hybrid/online), you may provide us 

with your name, e-mail address and other business-related data to obtain access to special 

mailto:contact@andritz.com
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services (e.g. whitepapers, webinars, consultation, proposals, or events) and subscribe to 

various ANDRITZ e-mailings containing information about ANDRITZ and its activities.  

We will process, store, and protect your personal data in accordance with national and 

international data protection laws.  

For more details on the protection of the privacy of your personal data, please see the 

further chapters of this data privacy declaration below the use cases. 

I am visiting an ANDRITZ location 

It is important to ANDRITZ that visitors to ANDRITZ's private properties identify 

themselves in accordance with the specifications and are instructed in the safety 

regulations. This serves both the protection of visitors and the protection of our 

customers, suppliers, employees, and other stakeholders. Visitors primarily register with 

the porter. 

Of course, we will treat your personal data confidential according to data protection laws 

and delete them after the retention periods that are defined by national laws. For further 

details on the protection of the privacy of your personal data, please see the further 

chapters of this data privacy declaration below the use cases. 

Registration in advance 
If you are invited to visit an ANDRITZ location (office building, plant etc.), you can reduce 

waiting time at the porter’s by registering in advance. Therefore, you need to provide 

some personal data like name, address, phone number and e-mail address (if available) 

on our online registration platform.  

Your personal data will be processed and protected as described above. 

Video surveillance  
Video surveillance is used at ANDRITZ premises to ensure the safety and security of our 

employees, visitors, and business partners, as well as of our property and premises; 

preventing, mitigating, and investigating potentially criminal conduct; asserting, 

exercising, and defending legal claims. 

Video surveillance is organized based on data protection law requirements. If you visit an 

ANDRITZ location (office building, plant etc.), you will see the CCTV symbol (closed-circuit 

television (CCTV), also known as video surveillance), indicating that everyone who enters 

this area is recorded on video for safety and security reasons.  

Of course, we will treat your personal data confidential according to data protection laws.  

Legal basis of video surveillance 
We process data about you based on our legitimate interests or those of a third party 

within the meaning of Art 6 (1) (f) GDPR for the protection of life and limb and property, 

for the establishment, exercise, and defense of legal claims and for evidence in criminal 

cases, cf. Art 6 (1) (f), Art 6 (4) (c) and Art 10 GDPR. 
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We process the following aspects of personal data obtained through video 

surveillance  
Image data, spatial and temporal context, identity of the data subject (if identifiable). 

Storage period/deletion period 
We do not store your data for more than 72 hours (3 days), unless longer storage is 

necessary and proportionate (e.g., if criminally relevant behavior has been identified that 

must be reported accordingly). 

We might share your data with the following recipients or categories of recipients 
If criminal conduct can be traced, we will disclose the data to law enforcement agencies 

and courts, as well as to legal representatives and insurance companies, if applicable.  

For more details on the protection of the privacy of your personal data, please see the 

further chapters of this data privacy declaration below the use cases. 

I am visiting an ANDRITZ website 

Cookies  
On our website, we use cookies (small text files stored by your browser that allow us to 

learn more about your visit or use of the website). Our cookies policy explains which 

cookies we use, for what purposes, and how you can accept, select, or reject cookies: 

ANDRITZ Cookies Policy 

If you want to reject any non-essential cookies, please use the “Cookie Settings” on the 

ANDRITZ Cookies Policy page. 

You may also set your browser to reject cookies or to notify you if a website tries to place 

cookies in your browser program. For your convenience, additional information about 

how to manage cookies for major browsers is available under the following links: 

Google Chrome:  Link 

Mozilla Firefox:  Link 

Microsoft Internet Explorer:  Link 

Microsoft Edge:  Link 

Apple Safari: Link 

Non-personal data 
We collect non-personal data such as your internet browser type, operating system, and 

the IP address of the website from which you are linked to the sites. This information 

helps us tailor our sites to better match your computer settings, interests, and 

preferences.  

We process, store, and protect all personal and non-personal data in accordance with 

national and international data protection laws.  

For more details on the protection of the privacy of your personal data, please see the 

further chapters of this data privacy declaration below the use cases. 

https://www.andritz.com/group-en/cookies
https://support.google.com/chrome/answer/95647
https://support.mozilla.org/en-US/kb/delete-cookies-remove-info-websites-stored?redirectlocale=en-US&redirectslug=Deleting+cookies
https://support.microsoft.com/en-us/help/278835/how-to-delete-cookie-files-in-internet-explorer
https://support.microsoft.com/en-us/microsoft-edge/delete-cookies-in-microsoft-edge-63947406-40ac-c3b8-57b9-2a946a29ae09
https://support.apple.com/en-gb/HT201265
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I am applying for a job at ANDRITZ  

If you apply for a job at ANDRITZ, you will have to provide your relevant personal data 

via our ANDRITZ career platform on the internet. Of course, we will treat all your personal 

data strictly confidential according to data protection laws and only share it with the 

ANDRITZ company(ies) you apply for.  

This Privacy Statement outlines the data processing activities of ANDRITZ, the company 

offering the position that you are interested in. ANDRITZ is committed to complying with 

data protection laws and employs technological safety standards to protect personal data 

used in the applicants' database. Only authorized personnel involved in the application 

process can access this data to ensure confidentiality. 

Purpose & legal basis  
The processing of personal data enables ANDRITZ to manage the job application process, 

assess applicant suitability, and offer employment where appropriate. Legal reasons for 

data processing include contract necessity, consent, legal obligations, and legitimate 

interests. 

We process the following personal data   
Various categories of personal data may be processed for evaluation and coordination of 

applications, including registration data, contact information, resume details, educational 

background, and other relevant information. Sensitive information is not requested. 

Data retention period  
Applicant data is retained for six months or up to three years for U.S. applications, with 

the option for extended storage with the applicant’s consent. If employed, applicant data 

becomes part of their personnel file. 

We might share your data with the following recipients or categories of recipients 
Data usage may include sharing with other ANDRITZ Group companies with applicant 

consent, subject to confidentiality agreements. External disclosure may occur to service 

providers, ensuring appropriate data protection measures are in place. 

Your data subject rights   
As an applicant, you have rights regarding your data, including access, correction, 

deletion, objection, data portability, and withdrawal of consent, which can be exercised 

through your applicant account or by contacting ANDRITZ. 

In summary, ANDRITZ is committed to transparent and lawful processing of applicant 

data, ensuring compliance with data protection regulations and respecting applicants' 

rights throughout the recruitment process. 

For more details on our rules for data privacy, please visit our ANDRITZ career platform 

and check out the “ANDRITZ Group Recruiting Data Privacy Statement” in our application 

platform SAP Success factors. 

https://career2.successfactors.eu/career?company=andritzag&site=&lang=en_US&requestParams=NMBYShOgOnfT6Ziw%2fOUbnqPCtnB42m1QS0oDQRAt8zFf1CC48wpBQyYuXKgo0YCCEOLGxViZKZMO%0abc%2bkusZEBU%2bkhxBPoEsvIC68g50omIgN1VW8rqr3Xj98QtYyVAZ4jdVElK4eoe2fYJzNvT09r128%0apCHVhKKOMGxiIBG3oCB9JtuPdDiOd3ZhcsqjvLtXXJQEyqiJZZ8JhcKEYfX8eLpdo%2blV28LK9LYf%0aX8%2feP9bvDlMA49iNLQhkhBNyySqhZAj3kP7GQSAfaEVGWuEsnh9EXVsbUVegEiATse8Qn2noq7nG%0azKa36QmUbBQo1HtxrG9mn7OXqK0jLrnpUxWTVmaOf%2fFAMQUisBREzKRRVGT8eS3FRr3ubTVq3kbN%0a9SnbMkJsUHcs8X9cuSC6itH86kgJFNCErOQWe3%2fqH3PGzm5annhF50UFU0HO5uR%2f58jI%2bJ32%2bAuH%0a9okh&login_ns=register&career_ns=job_application
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I am an ANDRITZ employee 

Our Data Privacy Declaration on our intranet explains how we process staff 

personal data. It covers details such as the purpose, methods, and legal basis for 

collecting, storing, and processing employee data, including contact details and 

medical data (ANDRITZ intranet access required).  

I am an ANDRITZ shareholder/investor  

Shareholder/investor register  
If you buy ANDRITZ shares on the stock market, we are obliged to collect/process your 

personal data for maintaining a register of shareholders.  

We will store, process, and protect your contact data in accordance with national and 

international data protection laws.  

E-mail and mail newsletters 
On our websites’ newsletter sections, you may provide us with your name and e-mail 

address to subscribe to various ANDRITZ newsletters that contain information about 

ANDRITZ and its activities. Alternatively, you may provide us with your postal address to 

receive newsletters by post. 

We will store, process, and protect your contact data in accordance with national and 

international data protection laws.  

SMS service for investors 
On our website, we offer our investors an SMS service that provides information 

about the ANDRITZ share: SMS service for investors (andritz.com)   

If you want to subscribe to this SMS service, you can send an SMS to the ANDRITZ SMS 

service number. By doing so, you submit your phone number to ANDRITZ. 

We will store, process, and protect your contact data in accordance with national and 

international data protection laws.  

Opt-out/unsubscription  
If you want to unsubscribe an ANDRITZ e-mail newsletter, please use the unsubscribe 

button at the end of the newsletter. This will unsubscribe you from all ANDRITZ 

communications. 

If you want to unsubscribe from an ANDRITZ communication you receive by post (e.g., a 

magazine), please return it to the sender's address with a respective note on it or send us 

an e-mail to contact@andritz.com.  

DATA RETENTION 

We do not process personal data any longer than necessary for a specific purpose. 

However, due to statutory retention requirements, we sometimes might have to store 

personal data for a certain period even after the respective purpose has been fulfilled. 

Personal data required to be held harmless against any liability claims will be stored as 

long as needed for this purpose. 

https://www.andritz.com/group-en/investors/share/share-services/sms-service-investors
https://www.andritz.com/group-en/investors/share/share-services/sms-service-investors
mailto:contact@andritz.com
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PERSONALIZED INFORMATION / PERSONALIZATION  

Personalization refers to any automated processing of personal data that evaluates 

specific aspects of an individual to make decisions based on the collected data,  which 

means selecting customized information, invitations, and offers, and tailoring 

advertisements based on user preferences.  

If you give us your consent, we will process data about your use of company media 

services (websites, apps, customer magazines, newsletters, e-mail and mail 

communication, webinars) in order to send you personalized information about our 

products and services by e-mail, post, telephone, messaging and web services. This 

consent may be revoked at any time, which shall not affect the lawfulness of the data 

processing until revoked. Further information is provided in our Cookie Policy. 

Several of the service providers that analyze activities on our websites and our apps also 

offer opt-out mechanisms as an alternative to preventing the placement of cookies 

through your browser settings. 

SHARING OF YOUR PERSONAL DATA 

ANDRITZ may share the personal data you submit with other members of its affiliated 

group of companies. However, ANDRITZ does not sell or rent your personal data to non-

affiliated third parties for those parties’ promotional purposes, with the exception that we 

may share your name, address, contact details and similar information with our suppliers 

as part of our customer care and marketing efforts. 

In other cases, ANDRITZ will only share your personal data with third parties without 
your permission, if necessary or appropriate to  

(i) process or fulfill your order, 

(ii) respond to your requests or answer your inquiries, 

(iii) include you in promotional activities upon your request, 

(iv) comply with any applicable law, court order or other judicial process, 

(v) enforce or apply agreements with you, 

(vi) protect the rights, property or safety of ANDRITZ or third parties, 

(vii) or if otherwise required or permitted by law. 

In addition, in the event of a corporate transaction such as a sale, merger or reorganization 

involving an ANDRITZ company, personal data may be disclosed or transferred to the 

acquiring company/companies.  

ANDRITZ may collect and share aggregate statistical website information (such as sales, 

traffic patterns or related information) with third parties. No such shared statistics will 

contain any personally identifying user data. 

Contractors 
ANDRITZ may occasionally hire contractors to provide certain services on its behalf, 

including data processing and storage or the management of communication, marketing, 

promotional activities, and surveys. These contractors are required to maintain the 
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confidentiality of all information (including personal data) they receive from ANDRITZ 

and must not use it for any purposes other than those authorized by ANDRITZ. 

Transmission of personal data   
Personal data will generally not be transmitted to recipients outside the European Union 

or the European Economic Area unless it is required to fulfill the above-mentioned 

purposes. In these cases, we will ensure that such recipients are bound by respective data 

protection statutes (corporate binding rules, standard contractual clauses that require 

state-of-the-art technical and organizational measures). 

Social media plugins (e.g., share buttons)  
When you use the social media share button on our website, it allows you to share a link 

to our content directly on your chosen social media platform. Please be aware that by 

sharing content, you are navigating to a third-party platform where the data privacy and 

security settings are under your control. As such, we encourage you to review and adjust 

your privacy settings on your social media accounts in accordance with your preferences. 

Your decision to share content is governed by your consent and interaction with the social 

media platform, affirming your role in managing your data's security and privacy. 

HOW WE PROTECT YOUR PERSONAL DATA 

We implement appropriate technical and organizational measures to protect personal 

data against unauthorized access, modification, disclosure or other misuse, loss, or 

destruction. 

When you submit any personal data via our sites or apps, your personal data is subject to 

state-of-the-art encryption technology in transition. Any personal data submitted to 

ANDRITZ in writing is kept in a secure location with strict access control in place. Our 

employees and computer service providers with access to your personal data are 

instructed to comply with the principles set forth in this data privacy declaration and 

applicable laws. 

LEGAL BASIS FOR DATA PROCESSING  

We process personal data based on the following legal grounds: 

1. Contractual Obligations: to fulfill our contractual obligations with customers, 

employees, (consortium) partners and suppliers. 

2. Compliance with a legal obligation: like processing employee salary information 

for tax purposes and compliance with labor laws or providing personal data as part 

of legal investigations or court cases. 

3. Tasks conducted for an official authority: like paying employees’ income tax to 

the tax authorities and social insurance to social insurance agencies. 

4. Protect the vital interests: this legal basis covers any emergency medical 

situation like an accident, allergic shock, or other medical emergencies at work.  

5. Legitimate Interests: for business operations, marketing, and analytics. 
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6. Consent: when required, we obtain explicit consent for specific purposes like 

sending you our newsletters. 

YOUR ACCEPTANCE OF THE ANDRITZ DATA PRIVACY 
DECLARATION 

By using our websites, or by submitting personal data, you signify your acceptance of this 

data privacy declaration, consent to our use of the personal data you submit to ANDRITZ 

in accordance with this data privacy declaration, and you agree to adhere to the terms and 

conditions posted on the sites under “Terms of use”. If you do not agree with the terms of 

this data privacy declaration, please do not submit any personal data to us. 

YOUR RIGHTS AS A DATA SUBJECT  

Under GDPR (the General Data Protection Regulation of the European Union), you have 

certain rights regarding your personal data, including:  

• The right to access your personal data and obtain a copy of them 

• The right to rectify inaccurate or incomplete personal data 

• The right to have your personal data erased under certain circumstances 

• The right to restrict or object to the processing of your personal data 

• The right of data portability 

If you, for instance, wish to have your personal data corrected or deleted or to opt out of 

any of the data sharing practices described in this data privacy declaration, please use the 

following “data subject request form”:  

Go to data subject request form 

By using this web form, you can make use of your data subject rights and submit a request 

to an ANDRITZ company. 

These rights cover information about the personal data stored and processed by an 

ANDRITZ company, the right to have one's personal data corrected, deleted, or no longer 

processed (or only with certain restrictions), as well as the right to receive one's personal 

data in electronic form (in a commonly used and machine-readable format). 

For a detailed description of your rights as a data subject, please refer to the General Data 

Protection Regulation (GDPR). 

CONTACT US 

If you have any questions or comments about this data privacy declaration or your 

personal data, you may contact us by sending an e-mail to dataprotection@andritz.com, 

or by post to ANDRITZ AG, Stattegger Strasse 18, 8045 Graz, Austria. 

https://app-de.onetrust.com/app/#/webform/24e03dd3-194e-4672-80be-898f21551adc
https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32016R0679&from=EN
https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32016R0679&from=EN
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COMPLAINTS  

If you believe that your personal data has not been processed in accordance with 

applicable law(s), please contact us by sending an e-mail to dataprotection@andritz.com, 

or by post to ANDRITZ AG, Stattegger Strasse 18, 8045 Graz, Austria.  

Of course, you always have the right to address your request or complaint to the 

competent data protection authority. 

CHANGES TO THIS DATA PRIVACY DECLARATION 

ANDRITZ reserves the right to modify this data privacy declaration as required. We 

adhere to international laws and national laws of all countries where ANDRITZ does 

business, and thus adopt this document to (inter)national laws as required.  

December 10th, 2024 

Copyright © 2024 ANDRITZ AG 


